Deutsche Bank Luxembourg S.A.

Datenschutzhinweis gemall EU-Datenschutz-
Grundverordnung in Luxemburg

Stand: Mai 2018

Mit den nachfolgenden Informationen geben wir Ihnen einen Uberblick tiber die Verarbeitung personenbezogenen Daten durch uns und Ihre Rechte aus
dem Datenschutzrecht. Welche Daten im Einzelnen verarbeitet und in welcher Weise genutzt werden, wird auf der linken Seite fur nattirliche Personen, die
Kunden der Bank sind und auf der rechten Seite fir andere Betroffenen, deren Daten aufgrund der geschéftlichen Beziehung zwischen der Bank und einer

juristischen Person in unseren Systemen verarbeitet werden, erkléart.

Natirliche Personen

Bitte geben Sie die Informationen auch den aktuellen und kiinftigen
vertretungsberechtigten Personen und wirtschaftlichen Berechtigten weiter.
Dazu zéhlen z. B. Beglinstigte im Todesfall, Prokuristen oder Birgen.

Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevollméchtigte
,Juristischer Personen*

Bitte geben Sie die Informationen auch den aktuellen und kiinftigen
vertretungsberechtigten Personen und wirtschaftlichen Berechtigten weiter.
Dazu zahlen z. B. Beglnstigte im Todesfall, Prokuristen oder Birgen.

1. Wer ist fur die Datenverarbeitung verantwortlich und an wen kann ich mich wenden

Verantwortliche Stelle ist:
Deutsche Bank Luxembourg S.A.
2, Boulevard Konrad Adenauer
L-1115 Luxembourg

E-mail: gdpr.lu@db.com

Sie erreichen unseren betrieblichen Datenschutzbeauftragen unter:
Deutsche Bank Luxembourg S.A.
Data protection officer

2, Boulevard Konrad Adenauer
L-1117 Luxembourg

E-mail: gdpr.lu@db.com

2. Welche Quellen und Daten nutzen wir

Natirliche Personen

Wir verarbeiten personenbezogene Daten, die wir im Rahmen unserer
Geschaftsbeziehung von unseren Kunden erhalten. Zudem verarbeiten wir —
soweit fir die Erbringung unserer Dienstleistung erforderlich —
personenbezogene Daten, die wir von anderen Unternehmen der Deutsche
Bank-Gruppe oder von sonstigen Dritten (z.B. Bundeszentralamt fir Steuern)
zulassigerweise (z.B. zur Ausfuihrung von Auftrégen, zur Erfillung von
Vertréagen oder aufgrund einer von Ihnen erteilten Einwilligung) erhalten
haben. Zum anderen verarbeiten wir personenbezogene Daten, die wir aus
offentlich zuganglichen Quellen (z.B. Handels- und Vereinsregister, Presse,
Medien, Internet) zulassigerweise enthnommen haben und verarbeiten diirfen.

Relevante personenbezogene Daten im Interessentenprozess, bei der
Stammdatenerdffnung, im Zuge einer Bevollmachtigung (Konto-/
Depotvollmacht und/ oder Kreditkarteninhaber) oder als Mitverpflichteter
eines Kredits (z.B. Biirge) kdnnen sein:

Name, Adresse, andere Kontaktdaten (Telefon, E-Mail-Adresse),
Geburtsdatum/—ort, Geschlecht, Staatsangehdrigkeit, Familienstand,
Geschaftsfahigkeit, Berufsgruppenschlissel/Partnerart
(unselbstandig/selbstandig), Legitimationsdaten (z. B. Ausweisdaten),
Authentifikationsdaten (z.B. Unterschriftsprobe), Steuer-ID, FATCA-Status,
Schufa Score, Kennzeichnung EU-Basiskonto.

Bei Abschluss und Nutzung von Produkten/Dienstleistungen kénnen
zusatzlich zu den vorgenannten Daten weitere personenbezogene Daten
erhoben, verarbeitet und gespeichert werden, z.B. Gehaltsabrechnung,
Auftragsdaten, Zahlungsverkehrsdaten, steuerliche Information,
Anlageverhalten/-strategie, finanzielle Situation, Dokumentationsdaten,
Einnahmen-/Uberschussrechnungen, Arbeitsgeber, Eigen- und
Fremdsicherheiten, Erfahrungen mit Zins-/Wahrungsprodukten.

Verantwortliche Stelle ist:
Deutsche Bank Luxembourg S.A.
2, Boulevard Konrad Adenauer
L-1115 Luxembourg

E-mail: gdpr.lu@db.com

Sie erreichen unseren betrieblichen Datenschutzbeauftragten unter:
Deutsche Bank Luxembourg S.A.
Data protection officer

2, Boulevard Konrad Adenauer
L-1117 Luxembourg

E-mail: gdpr.lu@db.com

Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevollméchtigte
,Juristischer Personen*

Wir verarbeiten personenbezogene Daten, die wir von Ihnen in Ihrer Funktion
als Vertreter/Bevollméachtigter der juristischen Person (Interessent und/oder
Kunde) erhalten. Zum anderen verarbeiten wir personenbezogene Daten, die
wir aus 6ffentlich zuganglichen Quellen (z.B. Handels- und Vereinsregister,
Presse, Medien, Internet) zuléssigerweise entnommen haben und
verarbeiten dirfen.

Relevante personenbezogene Daten des Vertretungsberechtigten/
Bevollméchtigten kdnnen sein:

Name, Adresse, andere Kontaktdaten (Telefon, E-Mail-Adresse),
Geburtsdatum/-ort, Geschlecht, Staatsangehdrigkeit, Familienstand,
Geschaftsfahigkeit, unselbstandig/selbsténdig, Legitimationsdaten (z.B.
Ausweisdaten), Authentifikationsdaten (z.B. Unterschriftsprobe), Steuer-ID.

Bei Abschluss und Nutzung von Produkten/Dienstleistungen kénnen
zusatzlich zu den vorgenannten Daten weitere personenbezogene Daten
erhoben, verarbeitet und gespeichert werden. Diese umfassen im
Wesentlichen:

Angaben und Protokollierung zu Kenntnissen und/oder Erfahrungen mit
Wertpapieren, Zins- und Wéahrungsprodukten/Geldanlagen (MiFID- Status:
Geeignetheits-/Angemessenheitsprifung).
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Deutsche Bank Luxembourg S.A.

/

3. Woflr verarbeiten wir Ihre Daten (Zweck der Verarbeitung) und auf welcher Rechtsgrundlage

Natirliche Personen

Wir verarbeiten die vorab genannten personenbezogenen Daten im Einklang
mit den Bestimmungen der EU-Datenschutz-Grundverordnung (DSGVO) und
dem luxemburgischen Datenschutzgesetz:

a. Zur Erfillung von vertraglichen Pflichten
(Artikel 6 Abs. 1 b) DSGVO)

Die Verarbeitung personenbezogener Daten erfolgt zur Erbringung von
Bankgeschaften und Finanzdienstleistungen im Rahmen der Durchfiihrung
unserer Vertrage mit unseren Kunden oder zur Durchfiihrung vorvertraglicher
MafRnahmen, die auf lhre Anfrage hin erfolgen.

Die Zwecke der Datenverarbeitung richten sich in erster Linie nach dem
konkreten Produkt und kénnen unter anderem Bedarfsanalysen, Beratung,
Vermoégensverwaltung und —betreuung sowie die Durchfiihrung von
Transaktionen umfassen. Die weiteren Einzelheiten zum Zweck der
Datenverarbeitung kénnen Sie den jeweiligen Vertragsunterlagen und
Geschaftsbedingungen entnehmen.

b. Aufgrund gesetzlicher Vorgaben (Art. 6 Abs. 1 ¢c) DSGVO) oder im
offentlichen Interesse (Art. 6 Abs. 1 e) DSGVO)

Wir unterliegen als Bank diversen rechtlichen Verpflichtungen, d.h.
gesetzlichen Anforderungen (z. B. Gesetz vom 17. Juni 1992 uber die
Jahresberichte und den konsolidierten Abschluss der Kreditinstitute,
Richtlinie (EU) 2015/849 zur Verhinderung der Nutzung des Finanzsystems
zum Zwecke der Geldwésche und der Terrorismusfinanzierung, Gesetz vom
5. April 1993 lUber den Finanzsektor, Geldwéschegesetz, Steuergesetze)
sowie bankaufsichtsrechtlichen Vorgaben (z. B. der Bafin, der Europaischen
Zentralbank, der Européischen Bankenaufsicht, der luxemburgischen
Zentralbank und der luxemburgischen Finanzaufsicht (Commission de la
surveillance du secteur financier — CSSF). Zu weiteren Zwecken der
Verarbeitung gehoren unter anderem die Kreditwirdigkeitsprifung, die
Identitats- und Altersprufung, Betrugs- und Geldwéaschepravention, die
Erfullung steuerrechtlicher Kontroll- und Meldepflichten sowie die Bewertung
und Steuerung von Risiken in der Bank und im Konzern.

c. Im Rahmen der Interessenabwégung (Art. 6 Abs. 1 f) DSGVO)

Soweit erforderlich verarbeiten wir Ihre Daten Uber die eigentliche Erfiillung
des Vertrages hinaus zur Wahrung berechtigter Interessen von uns oder
Dritten. Beispiele:

—  Konsultation von und Datenaustausch mit Auskunfteien (z.B. Schufa) zur
Ermittlung von Bonitéts- bzw. Ausfallrisiken und des Bedarfs beim
Pfandungsschutzkonto oder Basiskonto.

—  Prufung und Optimierung von Verfahren zur Bedarfsanalyse und zu

direkter Kundenansprache; inkl. Kundensegmentierung und Berechnung

von Abschlusswahrscheinlichkeiten.

—  Werbung oder Markt- und Meinungsforschung, soweit Sie der Nutzung
lhrer Daten nicht widersprochen haben.

—  Geltendmachung rechtlicher Anspriiche und Verteidigung bei rechtlichen
Streitigkeiten

—  Gewabhrleistung der IT-Sicherheit und des IT-Betriebs der Gesellschaft
—  Verhinderung von Straftaten

—  Videolberwachungen zur Wahrung des Hausrechts, zur Sammlung von
Beweismitteln bei Uberfallen und Betrugsdelikten oder zum Nachweis
von Verfiigungen und Einzahlungen, z.B. an Geldautomaten

—  MaBnahmen zur Geb&ude- und Anlagensicherheit (z.B.
Zutrittskontrollen)

—  MaBnahmen zur Sicherstellung des Hausrechts

—  MaBnahmen zur Geschéftssteuerung und Weiterentwicklung von
Dienstleistungen und Produkten

— Risikosteuerung im Konzern
d. Aufgrund lhrer Einwilligung (Art. 6 Abs. 1 a) DSGVO)

Soweit Sie uns eine Einwilligung zur Verarbeitung von personenbezogenen
Daten fur bestimmte Zwecke (z.B. Weitergabe von Daten im Verbund/
Konzern bzw. an lhren Anlageberater) erteilt haben, ist die RechtméRigkeit
dieser Verarbeitung auf Basis lhrer Einwilligung gegeben. Eine erteilte
Einwilligung kann jederzeit widerrufen werden. Dies gilt auch fiir den Widerruf
von Einwilligungserklarungen, die vor der Geltung der EU-Datenschutz-
Grundverordnung, also vor dem 25. Mai 2018, uns gegeniber erteilt worden
sind.

Bitte beachten Sie, dass der Widerruf erst fir die Zukunft wirkt.
Verarbeitungen, die vor dem Widerruf erfolgt sind, sind davon nicht betroffen.
Eine Statusubersicht der von Ihnen erteilten Einwilligungen kénnen Sie
jederzeit bei uns anfordern.

Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevollméchtigte
i,Juristischer Personen*

Wir verarbeiten die vorab genannten personenbezogenen Daten im Einklang
mit den Bestimmungen der EU-Datenschutz-Grundverordnung (DSGVO),
dem luxemburgischen Datenschutzgesetz:

a. Zur Erfullung von vertraglichen Pflichten
(Artikel 6 Abs. 1 b) DSGVO)

Die Verarbeitung personenbezogener Daten erfolgt zur Erbringung von
Geschaften und Finanzdienstleistungen im Rahmen der Durchfiihrung
unserer Vertrage mit unseren Kunden oder zur Durchfiihrung vorvertraglicher
MafRnahmen. Die weiteren Einzelheiten zum Zweck der Datenverarbeitung
kdnnen Sie den jeweiligen Vertragsunterlagen und Geschaftsbedingungen
entnehmen.

b. Aufgrund gesetzlicher Vorgaben (Artikel 6 Abs. 1 c)DSGVO) oder im
offentlichen Interesse (Artikel 6 Abs. 1 e) DSGVO)

Wir unterliegen als Bank diversen rechtlichen Verpflichtungen, d.h.
gesetzlichen Anforderungen (z. B. Gesetz vom 17. Juni 1992 uber die
Jahresberichte und den konsolidierten Abschluss der Kreditinstitute,
Richtlinie (EU) 2015/849 zur Verhinderung der Nutzung des Finanzsystems
zum Zwecke der Geldwésche und der Terrorismusfinanzierung, Gesetz vom
5. April 1993 tiber den Finanzsektor, Geldwéschegesetz, Steuergesetze)
sowie bankaufsichtsrechtlichen Vorgaben (z. B. der Bafin, der Européischen
Zentralbank, der Européischen Bankenaufsicht, der luxemburgischen
Zentralbank und der luxemburgischen Finanzaufsicht (Commission de la
surveillance du secteur financier — CSSF). Zu weiteren Zwecken der
Verarbeitung gehdren unter anderem die Kreditwurdigkeitsprifung, die
Identitats- und Alterspriifung, Betrugs- und Geldwascheprévention, die
Erfullung steuerrechtlicher Kontroll- und Meldepflichten sowie die Bewertung
und Steuerung von Risiken in der Bank und im Konzern.

c. Im Rahmen der Interessenabwégung (Artikel 6 Abs. 1 f) DSGVO)

Soweit erforderlich, verarbeiten wir Ihre Daten tber die eigentliche Erflllung
des Vertrages hinaus zur Wahrung berechtigter Interessen von uns oder
Dritten. Beispiele:

—  Geltendmachung rechtlicher Anspriiche und Verteidigung bei rechtlichen
Streitigkeiten

—  Gewabhrleistung der IT-Sicherheit und des IT-Betriebs der Bank
—  Verhinderung von Straftaten

Videouberwachungen zur Wahrung des Hausrechts, zur Sammlung von
Beweismitteln bei Uberfallen und Betrugsdelikten oder zum Nachweis
von Verfuigungen und Einzahlungen, z.B. an Geldautomaten

MaRnahmen zur Geb&ude- und Anlagensicherheit (z.B.
Zutrittskontrollen)

MafRnahmen zur Sicherstellung des Hausrechts
d. Aufgrund Ihrer Einwilligung (Artikel 6 Abs. 1 a) DSGVO)

Soweit Sie uns eine Einwilligung zur Verarbeitung von personenbezogenen
Daten fur bestimmte Zwecke (z.B. Weitergabe von Daten im
Verbund/Konzern) erteilt haben, ist die RechtmaRigkeit dieser Verarbeitung
auf Basis lhrer Einwilligung gegeben. Eine erteilte Einwilligung kann jederzeit
widerrufen werden. Dies gilt auch fir den Widerruf von
Einwilligungserklarungen, die vor der Geltung der EU-
Datenschutzgrundverordnung, also vor dem 25. Mai 2018, uns gegeniiber
erteilt worden sind. Bitte beachten Sie, dass der Widerruf erst firr die Zukunft
wirkt. Verarbeitungen, die vor dem Widerruf erfolgt sind, sind davon nicht
betroffen.

2/5



Deutsche Bank Luxembourg S.A.

4. Wer bekommt meine Daten

Natirliche Personen

Innerhalb der Bank erhalten diejenigen Stellen Zugriff auf Ihre Daten, die
diese zur Erfullung unserer vertraglichen und gesetzlichen Pflichten
brauchen. Auch von uns eingesetzte Dienstleister und Erfullungsgehilfen
kénnen zu diesen Zwecken Daten erhalten, wenn diese das Bankgeheimnis
und unsere schriftlichen datenschutzrechtlichen Weisungen wahren. Dies
sind im Wesentlichen Unternehmen aus den im Folgenden aufgefiihrten
Kategorien.

Im Hinblick auf die Datenweitergabe an Empfanger auBerhalb der Bank ist
zunachst zu beachten, dass wir als Bank zur Verschwiegenheit Gber alle
kundenbezogenen Tatsachen und Wertungen verpflichtet sind, von denen wir
Kenntnis erlangen (Bankengeheimnis gemaf unserer Allgemeinen
Geschaftsbedingung). Informationen tUber Sie dirfen wir nur weitergeben,
wenn gesetzliche Bestimmungen dies gebieten, Sie eingewilligt haben, wir
zur Erteilung einer Auskunft befugt sind und/oder von uns beauftragte
Auftragsverarbeiter gleichgerichtet die Einhaltung der Vertraulichkeit sowie
die Vorgaben der EU-Datenschutz-Grundverordnung (DGSVO) /des
luxemburgischen Datenschutzgesetzes garantieren.

Unter diesen Voraussetzungen kénnen Empfanger personenbezogener
Daten z.B. sein:

- Offentliche Stellen und Institutionen (z.B. Deutsche Bundesbank,
Bundesanstalt fir Finanzdienstleistungsaufsicht, Europaische
Bankenaufsichtsbehdrde, Européische Zentralbank, Finanzbehdrden,
Steuerbehodrden) bei Vorliegen einer gesetzlichen oder behdérdlichen
Verpflichtung.

— Andere Kredit- und Finanzdienstleistungsinstitute, vergleichbare
Einrichtungen und Auftragsverarbeiter, an die wir zur Durchfihrung der
Geschaftsbeziehung mit lhnen personenbezogene Daten Gbermitteln. Im
Einzelnen: Abwicklung von Bankauskiinften, Unterstiitzung/Wartung von
EDV-/IT-Anwendungen, Archivierung, Belegbearbeitung, Call-Center
Services, Compliance Services, Controlling, Datenscreening fir Anti-
Geldwasche-Zwecke, Datenvernichtung, Einkauf/Beschaffung,
Kundenverwaltung, Lettershops, Marketing, Meldewesen, Research,
Risikocontrolling, Spesenabrechnung, Telefonie, Videolegitimation,
Webseitenmanagement, Wertpapierdienstleistung, Aktienregister,
Fondsverwaltung, Wirtschaftspriifungsdienstleistung, Zahlungsverkehr.

Weitere Datenempfénger kénnen diejenigen Stellen sein, fir die Sie lhre

Einwilligung zur Datenlbermittlung erteilt haben bzw. fiir die Sie uns vom
Bankgeheimnis gemaR Vereinbarung oder Einwilligung befreit haben.

/

Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevollméchtigte
i,Juristischer Personen*

Innerhalb der Bank erhalten diejenigen Stellen Zugriff auf Ihre Daten, die
diese zur Erfullung unserer vertraglichen und gesetzlichen Pflichten
brauchen. Auch von uns eingesetzte Dienstleister und Erfullungsgehilfen
konnen zu diesen Zwecken Daten erhalten, wenn sie die Vertraulichkeit und
unsere schriftlichen datenschutzrechtlichen Weisungen wahren. Im Hinblick
auf die Datenweitergabe an Empfanger auerhalb der Bank ist zunéchst zu
beachten, dass wir als Bank zur Verschwiegenheit uber alle
kundenbezogenen Tatsachen und Wertungen (betrifft gleichermalien
Vertreter/Bevollméachtigte) verpflichtet sind, von denen wir Kenntnis erlangen.
Informationen Uber Sie durfen wir nur weitergeben, wenn gesetzliche
Bestimmungen dies gebieten, Sie eingewilligt haben und/ oder von uns
beauftragte Auftragsdatenverarbeiter gleichgerichtet die Einhaltung der
Vertraulichkeit sowie der Vorgaben der EU-Datenschutz-Grundverordnung
(DSGVO)/des luxemburgischen Datenschutzgesetzes garantieren.

5. Werden Daten in ein Drittland oder an eine internationale Organisation Gbermittelt

Natirliche Personen

Eine Datenubermittlung in Lander au3erhalb der EU bzw. des EWR
(sogenannte Drittstaaten) findet nur statt, soweit dies zur Ausfiihrung lhrer
Auftréage (z.B. Zahlungs- und Wertpapierauftrage) erforderlich ist, gesetzlich
vorgeschrieben ist (z.B. steuerrechtliche Meldepflichten), Sie uns eine
Einwilligung erteilt haben oder im Rahmen einer Auftragsdatenverarbeitung.
Werden Dienstleister im Drittstaat eingesetzt, sind diese zusétzlich zu
schriftichen Weisungen durch die Vereinbarung der EU-
Standardvertragsklauseln zur Einhaltung des Datenschutzniveaus in Europa
verpflichtet.

6. Wie lange werden meine Daten gespeichert

Natirliche Personen

Wir verarbeiten und speichern Ihre personenbezogenen Daten solange es fir
die Erfullung unserer vertraglichen und gesetzlichen Pflichten erforderlich ist.
Dabei ist zu beachten, dass unsere Geschéftsbeziehung ein
Dauerschuldverhaltnis ist, welches auf mehrere Jahre angelegt ist.

Sind die Daten fur die Erflllung vertraglicher oder gesetzlicher Pflichten nicht
mehr erforderlich, werden diese regelméaRig geldscht, es sei denn, deren —
befristete — Weiterverarbeitung ist zu folgenden Zwecken erforderlich:

--Erfiillung handels- und steuerrechtlicher Aufbewahrungsfristen, z. B.
gemal dem luxemburgischen Handelsgesetzbuch (Code de Commerce),
dem Gesetz vom 17. Juni 1992 uber die Jahresberichte und den
konsolidierten Abschluss der Kreditinstitute, der Richtlinie (EU) 2015/849
zur Verhinderung der Nutzung des Finanzsystems zum Zwecke der
Geldwasche und der Terrorismusfinanzierung und dem Gesetz vom 5.
April1993 tiber den Finanzsektor und das Geldwaschegesetz (GWG). Die
dort vorgegebenen Fristen zur Aufbewahrung bzw. Dokumentation betragen
funf bis zehn Jahre.

— Erhaltung von Beweismitteln im Rahmen der Verjahrungsvorschriften.
Nach Artikel 2262 des luxemburgischen Zivilgesetzbuches (Code civil)
koénnen diese Verjahrungsfristen bis zu 30 Jahre betragen.

Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevollméchtigte
»Juristischer Personen®

Eine Datenlbermittlung in Léander auerhalb der EU bzw. des EWR
(sogenannte Drittstaaten) findet nur statt, soweit dies zur Ausfuhrung der
Kundenauftréage (z.B. Zahlungs- und Wertpapierauftrage) erforderlich ist,
gesetzlich vorgeschrieben ist (z.B. steuerrechtliche Meldepflichten), Sie uns
eine Einwilligung erteilt haben oder im Rahmen einer
Auftragsdatenverarbeitung. Werden Dienstleister im Drittstaat eingesetzt,
sind diese zusétzlich zu schriftlichen Weisungen durch die Vereinbarung der
EU-Standardvertragsklauseln zur Einhaltung des Datenschutzniveaus in
Europa verpflichtet.

_Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevoliméchtigte
wJuristischer Personen”

Wir verarbeiten und speichern Ihre personenbezogenen Daten, solange Sie
fur die jeweilige juristische Person uns gegeniiber vertretungsberechtigt sind.

Sind die Daten fur die Erflllung vertraglicher oder gesetzlicher Pflichten nicht
mehr erforderlich, werden sie regelméaRig geldscht, es sei denn, deren —
befristete — Weiterverarbeitung ist zu folgenden Zwecken erforderlich:

Erfullung handels- und steuerrechtlicher Aufbewahrungsfristen, z. B.
geman dem luxemburgischen Handelsgesetzbuch (Code de Commerce),
dem Gesetz vom 17. Juni 1992 uber die Jahresberichte und den
konsolidierten Abschluss der Kreditinstitute, der Richtlinie (EU) 2015/849
zur Verhinderung der Nutzung des Finanzsystems zum Zwecke der
Geldwésche und der Terrorismusfinanzierung und dem Gesetz vom 5.
April1993 uber den Finanzsektor und das Geldwéschegesetz (GWG). Die
dort vorgegebenen Fristen zur Aufbewahrung bzw. Dokumentation betragen
funf bis zehn Jahre.

— Erhaltung von Beweismitteln im Rahmen der Verjahrungsvorschriften.
Nach Artikel 2262 des luxemburgischen Zivilgesetzbuches (Code civil)
kénnen diese Verjahrungsfristen bis zu 30 Jahre betragen.
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7. Welche Datenschutzrechte habe ich

Natirliche Personen

Jede betroffene Person hat das Recht auf Auskunft nach Artikel 15 DSGVO,
das Recht auf Berichtigung nach Artikel 16 DSGVO, das Recht auf Léschung
nach Artikel 17 DSGVO, das Recht auf Einschrankung der Verarbeitung nach
Artikel 18 DSGVO, das Recht auf Widerspruch aus Artikel 21 DSGVO sowie
das Recht auf Datenuibertragbarkeit aus Artikel 20 DSGVO. Daruber hinaus
besteht ein Beschwerderecht bei einer Datenschutzaufsichtsbehdrde (Artikel
77 DSGVO).

Eine erteilte Einwilligung in die Verarbeitung personenbezogener Daten
koénnen Sie jederzeit uns gegentber widerrufen. Dies gilt auch fir den
Widerruf von Einwilligungserklarungen, die vor der Geltung der EU-
Datenschutz-Grundverordnung, also vor dem 25. Mai 2018, uns gegenuber
erteilt worden sind. Bitte beachten Sie, dass der Widerruf erst fiir die Zukunft
wirkt. Verarbeitungen, die vor dem Widerruf erfolgt sind, sind davon nicht
betroffen.

/

Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevollméchtigte
i,Juristischer Personen*

Jede betroffene Person hat das Recht auf Auskunft nach Artikel 15 DSGVO,
das Recht auf Berichtigung nach Artikel 16 DSGVO, das Recht auf Léschung
nach Artikel 17 DSGVO, das Recht auf Einschrankung der Verarbeitung nach
Artikel 18 DSGVO, das Recht auf Widerspruch aus Artikel 21 DSGVO sowie
das Recht auf Datenubertragbarkeit aus Artikel 20 DSGVO. Daruber hinaus
besteht ein Beschwerderecht bei einer Datenschutzaufsichtsbehérde (Artikel
77 DSGVO).

Eine erteilte Einwilligung in die Verarbeitung personenbezogener Daten
kdnnen Sie jederzeit uns gegeniiber widerrufen. Dies gilt auch fur den
Widerruf von Einwilligungserklarungen, die vor der Geltung der EU-Daten-
schutz-Grundverordnung, also vor dem 25. Mai 2018, uns gegenuber er- teilt
worden sind. Bitte beachten Sie, dass der Widerruf erst fiir die Zukunft wirkt.
Verarbeitungen, die vor dem Widerruf erfolgt sind, sind davon nicht betroffen.

8. Gibt es fur mich eine Pflicht zur Bereitstellung von Daten

Natirliche Personen

Im Rahmen unserer Geschaftsbeziehung missen Sie diejenigen
personenbezogenen Daten bereitstellen, die fir die Aufnahme und
Durchfiihrung einer Geschéftsbeziehung und der Erfillung der damit
verbundenen vertraglichen Pflichten erforderlich sind oder zu deren

Erhebung wir gesetzlich verpflichtet sind. Ohne diese Daten werden wir in der
Regel den Abschluss des Vertrages oder die Ausfuhrung des Auftrages
ablehnen missen oder einen bestehenden Vertrag nicht mehr durchfiihren
koénnen und ggf. beenden missen.

Insbesondere sind wir nach den geldwéascherechtlichen Vorschriften
verpflichtet, Sie vor der Begriindung der Geschéftsbeziehung beispielsweise
anhand lhres Personalausweises zu identifizieren und dabei Ihnren Namen,
Geburtsort, Geburtsdatum, Staatsangehdrigkeit sowie Ihre Wohnanschrift zu
erheben und festzuhalten. Damit wir dieser gesetzlichen Verpflichtung
nachkommen kdnnen, haben Sie uns nach § 4 Abs. 6 Geldwaschegesetz die
notwendigen Informationen und Unterlagen zur Verfugung zu stellen und sich
im Laufe der Geschaftsbeziehung ergebende Anderungen unverziiglich
anzuzeigen. Sollten Sie uns die notwendigen Informationen und Unterlagen
nicht zur Verfligung stellen, durfen wir die von Ihnen gewiinschte
Geschaftsbeziehung nicht aufnehmen oder fortsetzen.

Wirtschaftlich Berechtigte, Vertretungsberechtigte/Bevollméchtigte
,Juristischer Personen*

Im Rahmen unserer Geschéftsverbindung mit der von Ihnen uns gegenuber
vertretenen juristischen Person mussen Sie uns diejenigen
personenbezogenen Daten bereitstellen, die fir die Aufnahme und
Durchfiihrung einer Vertretung/Bevoliméchtigung und die Erfullung der damit
verbundenen vertraglichen Pflichten erforderlich oder zu deren Erhebung wir
gesetzlich verpflichtet sind. Ohne diese Daten missen wir Sie in der Regel
als Vertretungsberechtigten/Bevollméchtigten ablehnen bzw. missen eine
bestehende Vertretungsberechtigung/Bevollméachtigung aufheben.

Insbesondere sind wir nach den geldwascherechtlichen Vorschriften
verpflichtet, Sie vor der Begriindung der Geschéftsbeziehung beispielsweise
anhand Ihres Personalausweises zu identifizieren und dabei lhren Namen,
Geburtsort, Geburtsdatum, Staatsangehdrigkeit sowie Ihre Wohnanschrift zu
erheben und festzuhalten. Damit wir dieser gesetzlichen Verpflichtung
nachkommen kdnnen, haben Sie uns nach § 4 Abs. 6 Geldwéaschegesetz die
notwendigen Informationen und Unterlagen zur Verfiigung zu stellen und sich
im Laufe der Geschéftsbeziehung ergebende Anderungen unverziiglich
anzuzeigen. Sollten Sie uns die notwendigen Informationen und Unterlagen
nicht zur Verfligung stellen, durfen wir die von Ihnen gewiinschte
Geschaftsbeziehung nicht aufnehmen oder fortsetzen.

9. Inwieweit gibt es eine automatisierte Entscheidungsfindung (einschlie3lich Profiling)

Natirliche Personen

Zur Begriindung und Durchfiihrung der Geschaftsbeziehung nutzen wir
grundsétzlich keine vollautomatisierte Entscheidungsfindung geman Artikel
22 DSGVO. Sollten wir diese Verfahren in Einzelfallen einsetzen, werden wir
Sie hierliber gesondert informieren, sofern dies gesetzlich vorgegeben ist.

10. Findet ,Profiling” statt

Natirliche Personen

Wir verarbeiten Ihre Daten teilweise automatisiert mit dem Ziel, bestimmte
personliche Aspekte zu bewerten (Profiling). Wir setzen Profiling
beispielsweise in folgenden Féllen ein:

—  Aufgrund gesetzlicher Vorgaben sind wir zur Geldwésche- und
Betrugsbekampfung verpflichtet. Dabei werden auch
Datenauswertungen (u.a. im Zahlungsverkehr) vorgenommen. Diese
MaRBnahmen dienen zugleich auch lhrem Schutz.

—  Um sie zielgerichtet tiber Produkte informieren und beraten zu kénnen,
setzen wir Auswertungsinstrumente ein. Diese ermdglichen eine
bedarfsgerechte Kommunikation und Werbung einschlie3lich Markt- und
Meinungsforschung.

— Im Rahmen der Beurteilung Ihrer Kreditwirdigkeit nutzen wir das
Scoring. Dabei wird die Wahrscheinlichkeit berechnet, mit der ein Kunde
seinen Zahlungsverpflichtungen vertragsgeméan nachkommen wird. In
die Berechnung koénnen beispielweise Einkommensverhaltnisse,
Ausgaben, bestehende Verbindlichkeiten, Beruf, Beschéaftigungsdauer,
Erfahrungen aus der bisherigen Geschéftsbeziehungen,
vertragsgemafe Ruckzahlung friherer Kredite sowie Informationen von
Kreditauskunfteien einflieBen. Das Scoring beruht auf einem
mathematisch-statistisch anerkannten und bewahrten Verfahren. Die
errechneten Scorewerte unterstiitzen uns bei der Entscheidungsfindung
und gehen in das laufende Risikomanagement mit ein.
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Deutsche Bank Luxembourg S.A.

Information tber Ihr Widerspruchsrecht nach Artikel 21 EU-Datenschutz-
Grundverordnung (DSGVO)

1. Einzelfallbezogenes Widerspruchsrecht

Sie haben das Recht aus Griinden, die sich aus Ihrer besonderen
Situation ergeben, jederzeit gegen die Verarbeitung Sie betreffender
personenbezogener Daten, die aufgrund von Artikel 6 Abs. 1 e) der
DSGVO (Datenverarbeitung im &ffentlichen Interesse) und Artikel 6
Abs. 1 f) DSGVO (Datenverarbeitung auf der Grundlage einer
Interessenabwéagung) erfolgt, Widerspruch einzulegen; dies gilt auch fiir
ein auf diese Bestimmung gestitztes Profiling im Sinne von Artikel 4 Nr.
4 DSGVO.

Legen Sie Widerspruch ein, werden wir lhre personenbezogenen Daten
nicht mehr verarbeiten, es sei denn, wir kdnnen zwingende
schutzwiirdige Griinde fir die Verarbeitung nachweisen, die Ihre
Interessen, Rechte und Freiheiten Uiberwiegen, oder die Verarbeitung
dient der Geltendmachung, Ausiibung oder Verteidigung von
Rechtsansprichen.

2. Widerspruchsrecht gegen Verarbeitung von Daten zu
Werbezwecken

In Einzelféllen verarbeiten wir Ihre personenbezogenen Daten, um
Direktwerbung zu betreiben. Sie haben das Recht, jederzeit
Widerspruch gegen die Verarbeitung Sie betreffender
personenbezogener Daten zum Zwecke derartiger Werbung
einzulegen;

Widersprechen Sie der Verarbeitung fiir Zwecke der Direktwerbung, so
werden wir lhre personenbezogenen Daten nicht mehr fur diese
Zwecke verarbeiten.

Der Widerspruch kann per E-Mail an gdpr.lu@db.com mit einer Kopie
an seinen/ihren benannten Ansprechpartner bei der Deutschen Bank
gesendet werden.

Information Uber Ihr Widerspruchsrecht nach Artikel 21 EU-Datenschutz-
Grundverordnung (DSGVO)

1. Einzelfallbezogenes Widerspruchsrecht

Sie haben das Recht, aus Griinden, die sich aus Ihrer besonderen
Situation ergeben, jederzeit gegen die Verarbeitung Sie betreffender
personenbezogener Daten, die aufgrund von Artikel 6 Abs. 1 e)
DSGVO (Datenverarbeitung im 6ffentlichen Interesse) und Artikel 6
Abs. 1 f) DSGVO (Datenverarbeitung auf der Grundlage einer
Interessenabwéagung) erfolgt, Widerspruch einzulegen.

Legen Sie Widerspruch ein, werden wir Ihre personenbezogenen Daten
nicht mehr verarbeiten, es sei denn, wir kdnnen zwingende schutz-
wirdige Griinde fur die Verarbeitung nachweisen, die Ihre Interessen,
Rechte und Freiheiten Giberwiegen, oder die Verarbeitung dient der
Geltendmachung, Ausiibung oder Verteidigung von Rechtsanspriichen.
Der Widerspruch kann per E-Mail an gdpr.lu@db.com mit einer Kopie
an seinen/ihren benannten Ansprechpartner bei der Deutschen Bank
gesendet werden.
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